
On January 10, 2000,
the United Nations (UN) Security Council held an unprecedented meeting to
discuss a new threat to international peace and security. The sole purpose of
the meeting was to examine the impact of Human Immunodeªciency Virus
(HIV) and acquired immunodeªciency syndrome (AIDS) on Africa. For the
ªrst time in the forty-ªve-year history of the United Nations, the Security
Council addressed a health issue as a threat to international security. In justify-
ing the Security Council’s attention to this nonmilitary issue, UN Secretary-
General Koª Annan pointed out that although violent conºict in Africa had
killed 200,000 the previous year, HIV/AIDS had killed more than 2.2 million
people in the same year.1 When U.S. Vice President Al Gore addressed the
council, he stated that “the HIV/AIDS epidemic in sub-Saharan Africa is not
just a humanitarian crisis. It is a security crisis because it threatens not just in-
dividual citizens, but the very institutions that deªne and defend the character
of a society.”2 Six months later, the Security Council approved a resolution rec-
ognizing that “the spread of HIV/AIDS can have a uniquely devastating im-
pact on all sectors and levels of society” and, “if unchecked, may pose a risk to
stability and security.”3

In February 2000, the U.S. National Security Council designated HIV/AIDS
a national security threat, the ªrst time a disease had been so labeled.4 This
designation was based in part on an inºuential intelligence report on the na-
tional security implications of infectious disease. According to the assessment,
“New and reemerging infectious diseases will pose a rising global health
threat and will complicate US and global security over the next 20 years. These
diseases will endanger US citizens at home and abroad, threaten US armed
forces deployed overseas, and exacerbate social and political instability in key

Biosecurity Reconsidered

Biosecurity
Reconsidered

Gregory D. Koblentz

Calibrating Biological Threats
and Responses

Gregory D. Koblentz is Assistant Professor in the Department of Public and International Affairs and Dep-
uty Director of the Biodefense Program at George Mason University.

The author would like to thank the anonymous reviewers for their feedback. Earlier versions of
this article were presented at the Tobin Project’s “Conference on America and the World: National
Security in the New Era” and the 2008 International Studies Association–South annual conference.

1. United Nations Security Council, “Security Council Holds Debate on Impact of AIDS on Peace
and Security in Africa,” press release, SC/6781, January 10, 2000.
2. United Nations Security Council, “The Situation in Africa: The Impact of AIDS on Peace and
Security in Africa,” verbatim record of the 4,087th meeting, S/PV.4087, January 10, 2000, p. 6.
3. United Nations Security Council, Resolution 1308, S/RES/1308, July 17, 2000.
4. Barton Gellman, “AIDS Is Declared Threat to Security,” Washington Post, April 30, 2000.

International Security, Vol. 34, No. 4 (Spring 2010), pp. 96–132
© 2010 by the President and Fellows of Harvard College and the Massachusetts Institute of Technology.

96



countries and regions in which the United States has signiªcant interests.”5

This report has been described as a “watershed in U.S. foreign policy” for ex-
panding the purview of the U.S. national security community into the realm of
public health.6

The year 2000 marked a turning point in the consideration of health and dis-
ease as an international security issue, but it was not a onetime affair. In 2001
and 2002, a series of events—including the terrorist attacks of September 11,
2001, the 2001 anthrax letter attacks, the lead-up to the 2003 U.S. invasion of
Iraq, and high-proªle experiments that highlighted the potential for advances
in the life sciences to be misused—catapulted the threat of man-made diseases
onto the international security agenda. The threat of naturally occurring infec-
tious diseases, in the form of Severe Acute Respiratory Syndrome (SARS) and
H5N1 avian inºuenza, returned with a vengeance in 2003. As a result of these
events, the dangers posed by natural and man-made biological threats have
featured prominently in recent reviews of national and international security.
In 2004 the UN’s High-Level Panel on Threats called for a greater effort against
biological security challenges such as infectious disease and biological terror-
ism.7 In 2005 UN Secretary-General Annan pledged to use his authority to
“call to the attention of the Security Council any overwhelming outbreak of in-
fectious disease that threatens international peace and security.”8 In 2006 the
U.S. National Security Strategy included pandemic disease as a threat to na-
tional security in the same category as terrorist acquisition of nuclear, biologi-
cal, and chemical weapons.9

The rise of biosecurity on the international security agenda has engendered
a number of debates. These debates center around questions of securitization,
risk assessment, and policy responses. Are naturally occurring infectious dis-
eases a security threat? Do laboratory accidents or advances in biotechnology
pose security threats? What are the costs of the securitization of public health
and biology? What is the risk of terrorists causing mass casualties with a bio-
logical weapon? What is the proper balance in the life sciences between the
need for openness and the need for security? How much emphasis should
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governments place on preparing and responding to biological weapons threats
versus naturally occurring diseases? The purpose of this article is not to settle
these debates, but to provide a framework for addressing them in a systematic
fashion.

This article has three goals. The ªrst goal is to explain how biosecurity
emerged as a key issue on the international security agenda in recent years.
The rise of biosecurity resulted from a growing acceptance of a broader deªni-
tion of security in the post–Cold War era and four trends that have increased
the risks posed by biological threats to international security: advances in sci-
ence and technology, the emergence of new diseases, globalization, and the
changing nature of conºict.

The second goal is to examine the competing deªnitions and conceptual-
izations of biosecurity that have emerged in recent years. Academics, think
thanks, and governments have put forward a growing number of proposals to
counter biological threats under the rubric of biosecurity. Assessing these pro-
posals is complicated by the lack of agreement on the deªnition of biosecurity,
the diverse range of biological threats these proposals seek to address, and
competing perspectives on the most pressing biological threats. I argue that
a comprehensive deªnition of biosecurity that covers both naturally occurring
and man-made biological threats provides an umbrella for engaging in multi-
disciplinary research, risk assessment, and strategy development.

The third goal of the article is to sharpen the debate on biosecurity by pre-
senting a taxonomy of naturally occurring and man-made biological threats to
international security. The taxonomy uses a levels-of-analysis approach that
categorizes threats based on the source of the threat and the group most at risk
from the threat. The taxonomy includes three potential sources of biological
threats: states; nonstate actors including terrorists, criminals, and scientists;
and nature.10 The taxonomy also distinguishes between threats that directly
affect the security of states and those that primarily affect individuals, commu-
nities, and societies. This taxonomy provides a framework for organizing
the ongoing debate about the likelihood and consequences of different biologi-
cal threats to international security and the best strategies for reducing these
threats. The taxonomy also provides a basis for discussing the relationship
between these threats and the trade-offs of using different paradigms to re-
spond to different threats. A clear understanding of the range of biological
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threats to international security is also a prerequisite for evaluating proposed
strategies for enhancing biosecurity. The goal of this taxonomy is to provide a
foundation for future analyses of biological threats and biosecurity strategies.

The article is organized into ªve sections. The ªrst section describes the rise
of biosecurity on the international security agenda. The second section dis-
cusses the concept of biosecurity and its utility in assessing the risks posed by
biological threats. The third section presents the taxonomy of biological threats
to international security and describes how different biological threats ªt into
the taxonomy. The fourth section discusses implications of this taxonomy for
evaluating biological threats to international security and devising biosecurity
strategies. The concluding section offers suggestions on future research direc-
tions in this ªeld.

The Rise of Biosecurity

Throughout history, disease has had a powerful but overlooked inºuence on
international security.11 Aside from the threat posed by states armed with bio-
logical weapons, however, disease had not been viewed as a threat to interna-
tional security until the dawn of the twenty-ªrst century. Traditionalists in
favor of a strict deªnition of security have argued on principle against the in-
clusion of disease as a security threat.12 The rise of health issues as a key topic
in international security was enabled by a growing acceptance among national
governments and international organizations of a deªnition of security be-
yond external military threats posed by states. Three conceptual changes
paved the way for health issues to become part of the international security
agenda. The ªrst change was the redeªnition of security to include non-
military threats such as environmental degradation, climate change, orga-
nized crime, refugee ºows, and terrorism.13 The second change was an
acknowledgment that the sources of these threats are primarily not nation-
states, but transnational or nonstate actors.14 The third change was a new focus
on the security of individuals and groups within states, not just the states
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themselves.15 The emergence of the ªeld of human security, with its emphasis
on nontraditional threats and on the security of individuals, communities, and
societies, played a key role in this process. Even academics who championed a
broader deªnition of security neglected to include diseases in their list of non-
military security threats.16 In contrast, human security explicitly includes
health security as a key component.17 Health security also resonated with
members of the public health community, given their shared focus on commu-
nity-level populations.18 As a result, the ªeld of health security has evolved be-
yond being a component of human security into its own nascent discipline.19

This broader conceptualization of security interacted with four trends that
have increased the risks posed by biological threats: advances in science and
technology, the emergence of new diseases, globalization, and the changing
nature of conºict. Although each trend represents distinct challenges to inter-
national security, it is the convergence of these trends that has propelled bio-
logical threats onto the international agenda.

advances in science and technology

The ªrst trend is the accelerating pace of innovation in biotechnology and the
life sciences. Gene sequencing and synthesizing technologies, which are good
benchmarks for measuring the ability of scientists to manipulate genomes, are
advancing at a rate comparable to that experienced by the computer industry
for the past few decades while costs continue to decrease.20 Although the
Human Genome Project required thirteen years to map the ªrst human ge-
nome at a cost of $3 billion, a private ªrm in 2007 sequenced the genome of
James Watson, the Nobel Laureate who codiscovered the structure of DNA, in
two months at a cost of about $200,000.21 Breakthroughs in the life sciences
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have heightened fears that humanity’s ability to create and manipulate life is
outpacing its capability to prevent this technology from being misused. Biol-
ogy and biotechnology are subject to a powerful dual-use dilemma: the skills,
materials, and technology to conduct civilian activities such as biomedical re-
search and pharmaceutical production can also be used to produce biological
weapons. Molecular biology, synthetic biology, bioregulators, and advanced
biotechnologies provide numerous ways to modify organisms to be more viru-
lent, resistant to antibiotics and vaccines, and better able to avoid detection
and diagnostic systems.22 Two high-proªle experiments demonstrated the po-
tential for advances in the life sciences to be misused and focused new atten-
tion on the security implications of biotechnology.23 In 2001 an experiment
with mousepox demonstrated a possible method for engineering a highly vir-
ulent and vaccine-resistant form of variola, the virus that causes smallpox.24 A
year later, scientists synthesized a virus—the poliovirus—from scratch for the
ªrst time, raising the prospect that more complex viruses, such as variola,
could be synthesized in the future.25 The emergence of the “do-it-yourself biol-
ogy” movement, amateur biologists who engage in molecular biology and
synthetic biology research outside of an institutional laboratory setting, adds
another dimension to the safety and security concerns generated by the bio-
technology revolution.26

emerging infectious diseases

The second trend is the continuous evolution of microorganisms, which has re-
sulted in the growth of microbial threats to human health. Since 1973 more
than thirty previously unknown infectious disease agents, such as HIV, Ebola,
and SARS, have been identiªed. At least twenty more well-known diseases,
such as malaria, tuberculosis, and cholera, have reemerged and/or spread geo-
graphically since that time, often in more lethal and drug-resistant forms.27
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The rise in these emerging and reemerging infectious diseases (ERIDs) is the
result of a complex interaction between genetic and biological factors; environ-
mental and ecological factors; and social, political, and economic factors.28

The most dramatic examples of these ERIDs in the twenty-ªrst century
are SARS and inºuenza. The 2003 SARS outbreak caused more than 8,000 in-
fections in twenty-nine countries, killed 774 people, and imposed signiªcant
economic costs by disrupting trade, travel, and tourism in the Asia-Paciªc re-
gion.29 H5N1 avian inºuenza, which also causes a highly lethal disease in
humans, reemerged in Southeast Asia in 2003 and began spreading through-
out the world. By 2005 the geographic spread of the virus and the growing
number of human cases triggered widespread concern that the world was on
the brink of another inºuenza pandemic.30 These outbreaks demonstrated the
potential for new diseases to spread quickly and highlighted weaknesses in
the global public health system.31 In 2009 a novel swine-origin inºuenza A
(H1N1) virus emerged in North America and triggered the ªrst inºuenza pan-
demic in forty-one years. As of November 2009, the World Health Organiza-
tion (WHO) had reported more than 620,000 cases and at least 7,800 deaths
caused by the pandemic.32

globalization

The third major trend is globalization. The U.S. National Intelligence Council
has identiªed the “growing interconnectedness reºected in the expanded
ºows of information, technology, capital, goods, services, and people through-
out the world as an overarching ‘mega-trend,’ a force so ubiquitous that it will
substantially shape all the other major trends in the world of 2020.”33 The
globalization of the pharmaceutical and biotechnology industries and the dif-
fusion of information about the life sciences are making the ingredients neces-
sary to develop biological weapons—knowledge, expertise, equipment, and
materials—more widely available.34

Globalization has also facilitated the spread of infectious diseases. Reduc-
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tions in trade barriers and transportation costs have led to the creation of a
global agricultural supply chain that has introduced more pathways for patho-
gens to cross borders and cause food-borne illnesses. The growth in interna-
tional travel, tourism, and immigration also increases the risk that a local
outbreak will affect multiple countries.35 Once SARS emerged from rural
China in February 2003, it spread to ªve countries within twenty-four hours
and another twenty countries on ªve continents within two months.36 In 2009
the H1N1 inºuenza pandemic spread as far in six weeks as previous pandem-
ics had spread in six months.37

changing nature of conºict

The nature of conºict has changed in two ways that increase the risk of biolog-
ical threats. The ªrst change is the replacement of war between states by war
within states as the main source of armed conºict.38 Although modern armies
have all but eliminated disease as a major cause of casualties, one of the more
pernicious effects associated with internal conºict is the spread of infectious
disease.39 Infectious diseases such as HIV/AIDS, malaria, tuberculosis, and
other respiratory diseases are the primary causes of civilian death and disabil-
ity generated by civil war.40 Internal conºicts facilitate disease outbreaks by
destroying a nation’s medical and public health infrastructure, generating
large volumes of displaced persons who lack adequate food, shelter, sanita-
tion, and medical care, and by impeding assistance by international public
health and humanitarian organizations.41
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The second change is the emergence of terrorist groups interested in causing
mass casualties and acquiring nuclear, biological, and chemical weapons. This
threat emerged as a major security issue in the mid-1990s, after the Japanese
cult Aum Shinrikyo tried to obtain nuclear and biological weapons and used
sarin nerve gas to attack the Tokyo subway system.42 After al-Qaida’s attacks
on New York City and Washington, D.C., on September 11, 2001, the United
States elevated terrorism as the primary issue on the international security
agenda. The anthrax letter attacks later that fall, which killed ªve people, dis-
rupted the U.S. Postal Service, and temporarily shut down the U.S. Senate, il-
lustrated the impact that even a small bioterrorism incident could have. The
combination of September 11 and the anthrax letter attacks brought together
the twin dangers of mass casualty terrorism and biological weapons in a
frightening new way and propelled biological terrorism to the forefront of the
public health and security communities’ agendas.43

Deªning Biosecurity

Biosecurity has become the new buzzword among public health ofªcials,
national security experts, and biologists in government, academia, and think
tanks. Nonetheless, “the terrain of biosecurity policy is a conceptual and
practical mineªeld.”44 The term “biosecurity” has gained speciªc meanings
within different disciplines, which has resulted in four competing deªnitions
of the word. In addition, biosecurity is sometimes used interchangeably with
the term “biosafety,” despite important differences in these terms.45 A further
complication is that the term “biosecurity” translates poorly into other lan-
guages, and in some languages, there is only word denoting both biosecurity
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and biosafety.46 This section describes the multiple deªnitions of biosecurity,
examines the utility of using a comprehensive deªnition of the term to denote
a broad category of research and policy that addresses natural and man-made
biological threats, and critiques previous attempts to operationalize this broad
conception of biosecurity.

the four faces of biosecurity

The agricultural and environmental communities were the ªrst to use the
term “biosecurity.” Biosecurity was originally used to describe an approach
designed to prevent or decrease the transmission of naturally occurring infec-
tious diseases and pests in crops and livestock. The deªnition was subse-
quently expanded to include threats posed to the economy and the
environment by invasive alien organisms. Nations such as Australia and New
Zealand have enshrined this conception of biosecurity in legislation.47 The
Food and Agriculture Organization’s deªnition of biosecurity covers “the in-
troduction of plant pests, animal pests and diseases, and zoonoses, the intro-
duction and release of genetically modiªed organisms (GMOs) and their
products, and the introduction and management of invasive alien species and
genotypes.”48 This deªnition of biosecurity is concerned primarily with threats
to animal and plant health and to biodiversity, which might have an indirect
impact on human health, but no direct effect.

A second deªnition of biosecurity arose in the late 1990s in response to the
threat of biological terrorism. In this context, biosecurity is deªned as “the pro-
tection of microbial agents from loss, theft, diversion or intentional misuse.”49

Similar deªnitions of laboratory biosecurity are used by the WHO and the
Organization for Economic Cooperation and Development.50 Discussions of
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biosecurity in the context of the 1972 Biological Weapons Convention (BWC),
which prohibits the development or possession of biological weapons, have
also focused principally on laboratory biosecurity.51 Implementation of this
version of biosecurity has concentrated on ensuring the physical security of a
designated list of dangerous pathogens (called “select agents” in the United
States). In the wake of the Federal Bureau of Investigation’s (FBI’s) conclusion
that a scientist at the U.S. Army Medical Research Institute of Infectious
Disease (USAMRIID), the military’s premier biodefense research facility, was
responsible for the 2001 anthrax letter attacks, greater attention is now being
paid to ensuring the reliability of personnel with access to these pathogens.52

A third deªnition of biosecurity revolves around the oversight of dual-use
research. The role of the National Science Advisory Board on Biosecurity, cre-
ated in 2004, is to provide “advice, guidance and leadership regarding biosec-
urity oversight of dual-use research, deªned as biological research with
legitimate scientiªc purpose that may be misused to pose a biological threat to
public health and/or national security.”53 This deªnition extends the concept
of biosecurity beyond the pathogenic organisms that are the focus of the
previous deªnitions to encompass techniques and technologies that can be
used to create new pathogenic organisms or biologically active compounds.
Emerging ªelds such as synthetic biology, systems biology, gene therapy, and
RNA interference, as well as deeper understandings of genomics, neuro-
biology, and immunology, are creating new opportunities for the design of ad-
vanced biological weapons.54 The growing ability of scientists to synthesize
pathogens from scratch threatens to undermine laboratory biosecurity mea-
sures designed to prevent unauthorized access to stocks of dangerous patho-
gens.55 This conception of biosecurity places greater emphasis on the role of
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scientists—and the knowledge and technology that their research generates—
as potential sources of biological threats and on their responsibilities to pre-
vent the misuse of this knowledge.56

The fourth deªnition of biosecurity that has emerged is the most compre-
hensive. The National Academies of Science deªnes biosecurity as “security
against the inadvertent, inappropriate, or intentional malicious or malevolent
use of potentially dangerous biological agents or biotechnology, including the
development, production, stockpiling, or use of biological weapons as well
as outbreaks of newly emergent and epidemic disease.”57 This deªnition is
characterized by the inclusion of both deliberate and natural sources of dis-
ease outbreaks, the threats posed by pathogens as well as biotechnology,
and the vulnerability of humans, plants, and animals to biological threats.58

This conceptualization of biosecurity, with its inclusion of naturally occur-
ring threats to human health, has much in common with the ªeld of health
security.

utility of a comprehensive deªnition of biosecurity

The National Academies of Science’s comprehensive deªnition of biosecurity
has several drawbacks. It is unlikely to supplant the other deªnitions of
biosecurity, which are now embedded in various professional communities.
This problem could be ameliorated by the proper usage of adjectives to de-
scribe the narrower deªnitions of biosecurity (e.g., agricultural biosecurity and
laboratory biosecurity). Nonetheless, the lack of a well-bounded and widely
agreed-upon deªnition of biosecurity raises the prospect that biosecurity will
fall victim to the same pitfall encountered by ªelds such as human security
and sustainable development where “everyone is for it, but few people have a
clear idea of what it means.”59 Andrew Price-Smith warns that “excessively
broad categorizations wherein all pathogens are designated as threats to na-
tional security must be eschewed because they obfuscate coherent analysis,
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and because they undermine the credibility of the argument.”60 A comprehen-
sive deªnition of biosecurity also runs the risk of biosecurity being viewed the
same way as human security, which has been accused of being “too broad and
vague a concept to be meaningful for policymakers, as it has come to entail
such a wide range of different threats on one hand, while prescribing a diverse
and sometimes incompatible set of policy solutions to resolve them on the
other.”61 By encompassing a diverse range of biological risks, the National
Academies of Science’s deªnition may make it harder for policymakers to pri-
oritize among them and allocate resources accordingly. Biosecurity policy
could also become paralyzed by the competing demands of too many differ-
ent constituencies or fall victim to lowest-common-denominator solutions.

At the same time, this comprehensive deªnition of biosecurity also serves
several useful purposes. First, it offers an overarching concept for an otherwise
fragmented ªeld. This conceptualization of biosecurity can prove useful as a
label for a broad category of research and policy that is primarily concerned
with biological threats to the security of individuals, groups, societies, and
states.62 Second, a broad deªnition of biosecurity provides an umbrella under
which scholars and practitioners from a wide array of disciplines, agencies,
sectors, organizations, and countries can work together to develop strategies
for preventing, preparing for, and responding to both naturally occurring and
man-made disease outbreaks. Third, this deªnition offers a framework for as-
sessing and comparing the dangers posed by different types of biological
threats. By encompassing the full range of biological threats instead of focus-
ing on each one independently, a comprehensive deªnition of biosecurity can
help to identify strategies that are effective at reducing the likelihood or conse-
quences of multiple biological threats. In addition, this approach can be used
to make explicit what would otherwise be implicit trade-offs that reduce the
risk of one type of biological threat while increasing the risk of another. A com-
prehensive approach could also help to identify neglected issues that require
additional research or increased attention from policymakers.

operationalizing biosecurity

Previous attempts to operationalize this broad conception of biosecurity, how-
ever, have not been successful. One of the more common ways to think about
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biosecurity is as a spectrum of threats posed by naturally occurring infectious
disease, accidental or inadvertent harm generated by research, and the deliber-
ate use of disease as a weapon (see ªgure 1).

This spectrum is useful for listing the major areas of concern in biosecurity,
but it does not provide a helpful analytical framework. This characterization
of biosecurity does not differentiate among the different types of actors
responsible for different types of threats, making it difªcult to develop strate-
gies to address these threats. In addition, there is not as much continuity be-
tween the threats to biosecurity as ªgure 1 seems to indicate. Furthermore,
lumping all naturally occurring diseases into a single category is unhelpful.
This approach fails to take into consideration whether the impact of speciªc in-
fectious diseases have direct or indirect effects on security and the magnitude
of such effects.63 Combining all deliberate misuses of biology into a single cate-
gory is also unhelpful. Barry Kellman coined the term “bioviolence” to
describe “the inºiction of harm by the intentional manipulation of living
micro-organisms or their natural products for hostile purposes.”64 This label,
however, obscures important differences between the capabilities and inten-
tions of states, terrorists, and criminals to acquire and use biological weap-
ons.65 Although states are highly capable of developing biological weapons
that can cause mass casualties, they have the least interest in using these weap-
ons given normative concerns, operational uncertainties, and the fear of retali-
ation. Criminals have virtually no capability or interest in causing mass
casualties. Some terrorist groups have an interest in using biological weapons
to cause mass casualties, but so far they have not demonstrated the capability
of doing so.

Biosecurity Reconsidered 109

63. Marc A. Levy has identiªed a similar weakness in the environmental security literature. See
Levy, “Is the Environment a National Security Issue?” International Security, Vol. 20, No. 2 (Fall
1995), pp. 36–37.
64. Barry Kellman, Bioviolence: Preventing Biological Terror and Crime (Cambridge: Cambridge Uni-
versity Press, 2007), p. 1.
65. Reynolds M. Salerno et al., “A BW Risk Assessment: Historical and Technical Perspectives,”
Nonproliferation Review, Vol. 11, No. 3 (Autumn 2004), pp. 25–55.

Figure 1. Spectrum of Biological Threats
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These deªnitional, conceptual, and practical difªculties have led several an-
alysts to reject the value of a uniªed view of biosecurity.66 For the comprehen-
sive deªnition of biosecurity to be analytically useful, it is necessary to clearly
identify the sources of biological threats to international security and the
groups most at risk from these threats, as well as assess the likelihood and con-
sequences of these threats to these groups.

A Biosecurity Taxonomy

In this section, I present a taxonomy of biological threats to international secu-
rity as the ªrst step in developing an integrated approach to biosecurity. The
goal of this taxonomy is to provide an overarching framework for rigorous
analysis that will yield sound policy prescriptions. The taxonomy is based on a
level-of-analysis approach that identiªes both the source of the threat and the
group considered most at risk. The interaction between these two variables is
central to how these biological threats are perceived and what strategies are
used to prevent and respond to them. This interaction is depicted in ªgure 2,
which provides a taxonomy of biosecurity threats based on these two levels of
analysis.67

The ªrst level of analysis identiªes the type of actor responsible for posing
the threat: states; nonstate actors including terrorists, criminals, and scientists;
and nature.68 Historically, state-based biological warfare programs have been
viewed as posing the only biological threat to international security. More re-
cently, nonstate actors such as terrorists and criminals have also demonstrated
an interest in acquiring and using biological agents as weapons. Scientists en-
gaged in research on infectious disease and biotechnology are increasingly ca-
pable of posing two different types of biological risks: through the accidental
release of a pathogen outside of the laboratory and the generation of dual-use
knowledge or technology that could be misused for malicious purposes.
Finally, the natural and human-inºuenced process of microbial evolution is a
never-ending source of biological threats. A subset of infectious diseases,
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called pandemics, have the potential to pose direct threats to national and in-
ternational security through a combination of their prevalence, transmissibil-
ity, virulence, and lethality.

The second level of analysis addresses who is at risk from these biological
threats. In the words of Barry Buzan, what is the “referent object” for bio-
security?69 Is it states or individuals and groups within states? Scholars such as
Andrew Price-Smith, Stefan Elbe, and Christian Enemark have argued that in-
fectious diseases pose direct and indirect threats to national and international
security.70 Another set of scholars has looked at biological threats through the
lens of the human security paradigm, which focuses on the security of individ-
uals, groups, and societies.71
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Figure 2. Taxonomy of Biological Threats



Determining when a particular risk poses a threat to security—and whether
national security or human security is the more appropriate paradigm for ad-
dressing that threat—is an inexact science. According to Buzan, a threat has
been securitized when it is successfully portrayed as an existential threat
that requires emergency measures outside of the normal political process.72

Colin McInnes reªnes the criteria for securitization to include threats that pose
an extreme—not just existential—danger.73 Building on Buzan and McInnes,
Enemark adds the requirement that the threat represent a “dreaded” risk that
evokes disproportionate fear and anxiety. The dread of acute infectious disease
outbreaks, whether natural or man-made, is crucial for these outbreaks to be
successfully portrayed not just as health risks but also as security threats.74

Price-Smith has proposed a set of objective economic and demographic criteria
for determining when a disease poses a security threat.75 There are also skep-
tics who downplay the link between disease and national security.76

Figure 2 offers a descriptive representation of the dominant views of how
these biological threats are categorized. It is not meant to convey the impres-
sion that a consensus exists among academics or policymakers on the nature
and scope of biosecurity. Furthermore, the taxonomy is not meant to prescribe
which actor(s) in the international system represent appropriate rallying
points for addressing the threat. Nongovernment organizations, governments,
international organizations, and the private sector have valuable roles to play
in preventing, preparing for, and responding to all of these threats. One of the
goals of this taxonomy is to stimulate debate about the appropriate scope of
biosecurity, the risks posed by different types of biological threats, the extent to
which these threats are or should be securitized, and how these threats should
be prioritized in terms of political attention and resources. The rest of the sec-
tion provides background information for each of these threats and its rela-
tionship to international security.

cells 1 and 2: biological warfare

Throughout the twentieth century, biological threats to international security
were conceived of principally in terms of the use of biological weapons by
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states against other states (cell 1). Although biological weapons do not have
military utility at the tactical level on the battleªeld, a number of nations
have developed these weapons for use at the operational and strategic levels
of warfare.77 The Soviet Union developed a vast biological weapons complex,
which included large stockpiles of biological warfare agents, enormous pro-
duction facilities, and a network of laboratories dedicated to creating geneti-
cally engineered agents.78 Iraq had an ambitious biological weapons program
that culminated in the deployment of missile warheads and aerial bombs ªlled
with biological warfare agents during the 1991 Persian Gulf War.79 According
to a 2005 State Department report, six nations are suspected of developing bio-
logical weapons in violation of the BWC: China, Cuba, Iran, North Korea,
Russia, and Syria.80

A combination of normative, operational, and strategic restraints has made
the use of biological weapons in interstate warfare extremely rare.81 When
states have employed biological weapons in modern times, they have not done
so against other states, but against individuals and opposition groups. Thus,
these attacks fall into cell 2. In the late 1970s, Rhodesia used biological weap-
ons against rebel groups, and in the 1980s South Africa used them against re-
bels and anti-apartheid activists.82 In 1978 Bulgaria, with Soviet assistance,
targeted two dissidents living in the West with assassination by ricin.83 In each
of these cases, states engaged in biological warfare as a means of counterinsur-
gency or assassination against opponents unable to retaliate in kind.
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cell 3a: biological terrorism

The prospect of a terrorist group acquiring and using biological weapons has
become one of the most feared threats to international security. Writing in
2006, UN Secretary-General Annan warned, “The most important under-
addressed threat relating to terrorism, and one which acutely requires new
thinking on the part of the international community, is that of terrorists using a
biological weapon.”84 In 2008 the Commission on the Prevention of Weapons
of Mass Destruction Proliferation and Terrorism judged that it was more likely
than not that a biological terrorist attack would take place within ªve years.85

Biological terrorism is included in cell 3a of the ªgure, given that the purpose
of such attacks—to achieve political change through the use of violence—
threatens the institutions, policies, and legitimacy of a state.

The threat of bioterrorism, however, may not be as severe as some have por-
trayed it to be. Few terrorist groups have attempted to develop a biological
weapons capability, and even fewer have succeeded. Prior to the anthrax letter
attacks in 2001, only one group, the disciples of guru Bhagwan Shree Rajneesh
in Oregon, managed to cause any casualties with a biological agent.86 The U.S.
intelligence community estimates that of the ªfteen terrorist groups that have
expressed an interest in acquiring biological weapons, only three have demon-
strated a commitment to acquiring the capability to cause mass casualties with
these weapons.87 Groups such as Japan’s Aum Shinrikyo and al-Qaida have
demonstrated the desire to cause mass casualties and an interest in using dis-
ease as a weapon. Despite concerted efforts by both groups to produce deadly
pathogens and toxins, however, neither has caused any casualties with such
weapons, let alone developed a weapon capable of causing mass casualties.
The failures experienced by these groups illustrate the signiªcant hurdles that
terrorists face in progressing beyond crude weapons suitable for assassination
and the contamination of food supplies to biological weapons based on aerosol
dissemination technology that are capable of causing mass casualties.88

For these reasons, the Commission on the Prevention of Weapons of Mass
Destruction Proliferation and Terrorism warned that “the United States should
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be less concerned that terrorists will become biologists and far more concerned
that biologists will become terrorists.”89 The growth of biodefense programs
in the United States and around the world has increased the risk of the insider
threat: a scientist who uses his or her knowledge and access to pathogens or
toxins for malicious purposes. In August 2008, the Federal Bureau of Investi-
gation announced that Bruce Ivins, a scientist at USAMRIID, was the sole per-
petrator of the 2001 anthrax letter attacks. Tragically, Ivins committed suicide
before he could be indicted for the attacks. If, as alleged by the FBI, Ivins was
responsible for the anthrax letter attacks, he possessed a level of experience,
set of skills, and access to specialized resources that could be found only in an
individual afªliated with a state-run program. Ivins was a Ph.D. microbiolo-
gist with more than twenty years of experience working with B. anthracis and
was considered an expert in the growth, sporulation, and puriªcation of the
bacteria. Ivins’s employment at USAMRIID also afforded him access to a
highly virulent strain of B. anthracis, a well-equipped biocontainment labora-
tory, experience working in such a lab, immunization against anthrax, and
knowledge of decontamination procedures.90 These are resources that a terror-
ist group would ªnd extremely difªcult to acquire on its own. Many of
these material resources and sociotechnical enablers, however, are now
available to more than 14,000 laboratory workers in more than 1,300 high-
biocontainment laboratories in the United States.91

cell 3b: dual-use research

The life sciences and biotechnology are characterized by a dual-use dilemma:
the facilities, material, and knowledge used for peaceful purposes such as bio-
medical research and pharmaceutical production can also be used for hostile
purposes such as biological warfare and bioterrorism.92 The rapid pace of in-
novation in the life sciences and the globalization of knowledge and technol-
ogy have exacerbated this dilemma.93 These trends are widely seen as having
two effects on the threats posed by biological warfare and biological terrorism.
First, the global diffusion of dual-use biotechnology makes the material and
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knowledge necessary to produce biological weapons more accessible to a
wider range of actors. Second, these dual-use technologies enable states and
terrorists to develop genetically engineered biological agents that are more le-
thal as well as harder to detect, protect against, and treat.94

The growth in dual-use research has also raised a number of biosafety con-
cerns. One concern is that genetically engineered pathogens might escape a
laboratory. Scientists have re-created the inºuenza virus that caused the 1918–
19 pandemic, which killed 50 million people around the world, and used
genes from this virus to make contemporary inºuenza viruses more virulent.95

Some scientists have criticized these experiments for being conducted with in-
adequate biosafety procedures; others have stated that they should not have
been done at all.96 The burgeoning ªeld of synthetic biology raises the conun-
drum of determining the proper biosafety level for experiments with arti-
ªcially created organisms that have no naturally occurring analogue.97

Analyses of the security implications of dual-use research frequently suffer
from three ºaws that serve to exaggerate the severity of the threat. First, they
conºate the ability of states to conduct such research with those of terrorist
groups that have much more limited scientiªc, technical, and ªnancial re-
sources. Given the difªculty that terrorists have faced in carrying out even
crude biological attacks with toxins, let alone developing a sophisticated capa-
bility based on an aerosolized weapon, it is unlikely that they are capable of
developing a genetically engineered pathogen. According to Charles Allen,
head of intelligence for the Department of Homeland Security, “In general, we
see terrorists in the early stages of biological capabilities, and we do not antici-
pate a rapid evolution to include sophisticated methods that will enable the
creation of new organisms or genetic modiªcation to enhance virulence.”98
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Second, these assessments focus on the scientiªc and technical possibilities but
typically ignore the issue of motivation. There is no known case of a terrorist
group even attempting to develop such a capability.99 As the anthrax letter at-
tacks showed, even small-scale attacks with an unmodiªed biological agent
can have dramatic effects. Thus, terrorists may have little incentive to develop
genetically engineered pathogens, given the opportunity costs involved and
the demonstrated ability of natural pathogens to evoke dread. Third, the “tech-
nological determinism” implicit in much of the discussion of the dual-use di-
lemma may be overstated. Kathleen Vogel argues that successfully using
biotechnology requires having access not only to the right equipment and
scientiªc publications, but also to sociotechnical enablers such as laboratory
skills, tacit knowledge, and interdisciplinary teams. These enablers are not eas-
ily developed via the internet or outside of long-standing scientiªc communi-
ties of practice.100

cell 4a: biocrimes

Not all nonstate actors who use disease as a weapon are terrorists. Whereas
terrorists use violence to bring about political change, criminals are motivated
by personal gains (usually material but sometimes psychological).101 The most
common motives for biocriminals have been murder and extortion.102 In 2009
a Chicago-area man was indicted for illegally obtaining Tetrodotoxin (puffer
ªsh toxin) with the intent of killing his wife and collecting $20 million in life
insurance.103 Biocriminals are included in cell 4a of the ªgure because they
pose a threat primarily to individuals or small groups of speciªcally chosen
victims. There have been a few cases of biocriminals causing large numbers of
casualties, but these have been accomplished through multiple small-scale at-
tacks on discrete groups using crude means of dissemination as opposed to
large-scale indiscriminant attacks.104
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cell 4b: laboratory accidents

Laboratory accidents with dangerous pathogens pose the greatest risks to indi-
vidual researchers.105 The risk to local communities from laboratory accidents,
however, is increasing as a result of the global proliferation of high biocontain-
ment laboratories around the world. Thus, this threat is included in cell 4b.

Historically, the greatest risks of laboratory accidents have been posed by
state-run biological weapons (BW) programs that produced large quantities of
dangerous pathogens, conducted particularly hazardous laboratory activities
such as aerosolization studies, and engaged in ªeld testing of biological weap-
ons. The Soviet BW program suffered at least two major accidents. In 1971 a
ªeld test of variola virus at its BW test site on Vozrozhdeniye Island in the Aral
Sea resulted in a small outbreak of smallpox that required extraordinary public
health measures to contain.106 In April 1979, an accident at a military BW facil-
ity in Sverdlovsk (now Yekaterinburg, Russia) released a plume of B. anthracis
spores, which caused an outbreak of inhalation anthrax that killed at least
sixty-six individuals.107

The threats of emerging infectious disease and bioterrorism and the eco-
nomic opportunities presented by the biotechnology revolution have triggered
a construction boom in high biocontainment laboratories in the United States
and around the world.108 In 2009 the United States possessed seven biosafety
level-four (BSL-4) laboratories, with another seven under construction and
more than 1,300 BSL-3 laboratories registered to work with dangerous human,
plant, or animal pathogens.109 In addition, there are at least twenty-four BSL-4
laboratories in operation outside the United States.110 The number of countries
with declared biodefense programs has also increased dramatically, from thir-
teen in 1993 to twenty-ªve in 2007.111
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Although BSL-4 laboratories in the United States have an excellent safety re-
cord, several BSL-4 laboratories outside the United States have experienced le-
thal laboratory-acquired infections and secondary transmission of a disease
from a researcher to individuals outside of the laboratory.112 BSL-3 laboratories
in the United States have also experienced several high-proªle accidents in re-
cent years.113 A major biosafety concern with implications for public health
is that a laboratory accident could reintroduce a contagious disease that
has already been eradicated or otherwise contained. The last known cases of
smallpox and SARS were both caused by laboratory exposures, and both
viruses were able to spread from infected researchers to a small number of in-
dividuals outside of the laboratory.114 In 2007 a breach of containment at
the Pirbright BSL-4 laboratory in the United Kingdom caused an outbreak
of foot-and-mouth disease at several local farms. A 2001 epidemic of this
highly infectious disease in the United Kingdom cost taxpayers more than
£3 billion.115

cell 5: pandemic diseases

Pandemics are disease outbreaks that occur over a wide geographic area, such
as a region, continent, or the entire world, and infect an unusually high pro-
portion of the population. Two pandemic diseases are widely cited as having
the potential to pose direct threats to the stability and security of states: HIV/
AIDS and inºuenza.

HIV/AIDS. Since it was ªrst identiªed in 1981, HIV is estimated to have
killed more than 25 million people worldwide. According to the Joint UN Pro-
gram on HIV/AIDS (UNAIDS), the percentage of the global population with
HIV has stabilized since 2000, but the overall number of people living
with HIV (33 million in 2007) has steadily increased. Sub-Saharan Africa con-
tinues to bear a disproportionate share of the global burden of HIV with
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35 percent of new HIV infections, 75 percent of AIDS deaths, and 67 percent of
all people living with HIV.116

Scholars have identiªed four ways that HIV/AIDS can affect security.117

First, the disproportionately high prevalence of HIV/AIDS in the armed forces
of some nations, particularly in Southern Africa, may compromise the abil-
ity of those states to defend themselves from internal or external threats. Mili-
taries with high rates of HIV infection may suffer losses in combat readiness
and effectiveness as infected troops are transferred out of combat roles, units
lose cohesion because of high turnover rates, middle management is “hol-
lowed out” by the early death or disability of ofªcers, and defense budgets are
strained because of rising medical costs and the need to recruit and train re-
placements for sick soldiers.

The second threat is that HIV/AIDS will undermine the international peace-
keeping system. Nations with militaries with high rates of HIV/AIDS will be
unable to provide troops for international peacekeeping missions; nations
with healthy militaries may be unwilling to commit troops to peacekeeping
operations in nations with a high prevalence rate of HIV/AIDS; and war-torn
nations may be unwilling to accept peacekeepers for fear they will spread the
disease in their country.

The third threat is that a “second wave” of HIV/AIDS could strike large,
strategically important countries such as China, India, and Russia. These
states, which possess nuclear weapons and are important players in critical re-
gions, also suffer from internal security challenges that could be aggravated by
a severe AIDS epidemic and its attendant socioeconomic disruptions.

The fourth threat is that the high prevalence of HIV in less developed coun-
tries will cause political instability that could degenerate into internal conºict
or spread into neighboring countries. Unlike most diseases, which affect pri-
marily the poor, young, and old, HIV/AIDS strikes young adults and mem-
bers of the middle and upper classes. By sickening and killing members of
society when they should be their most productive, HIV/AIDS has inºicted
the “single greatest reversal in human development” in modern history.118

Despite the global consensus that HIV/AIDS is the worst humanitarian cri-
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sis facing the world, there is still debate over whether the scope and severity of
the crisis qualify it as a security threat. Contrary to earlier reports of extremely
high HIV prevalence rates in the armed forces in certain African nations, these
forces have been found to exhibit only slightly higher prevalence rates than the
civilian populations in those nations.119 In addition, the threat of HIV/AIDS to
international peacekeeping operations has not materialized. Between January
2000 and January 2009, the United Nations increased its peacekeeping forces
from 18,000 soldiers, police, and observers to more than 90,000.120 As Harley
Feldbaum has noted, predictions of a “second wave” of HIV infections in
China, India, and Russia now appear to be overly pessimistic.121 In addition,
the social and political destabilization predicted for the most-affected nations
has not occurred.122 The lack of empirical data supporting claims that HIV/
AIDS is a threat to international security has even led an early supporter of
this perspective to change his mind.123

pandemic influenza. If HIV/AIDS is nature’s version of attrition warfare,
then pandemic inºuenza is its version of blitzkrieg. The most devastating
inºuenza pandemic of the twentieth century, in 1918–19, is estimated to have
killed upwards of 50 million people around the world, more than perished
during World War I. According to the historian John Barry, “Inºuenza killed
more people in a year than the Black Death of the Middle Ages killed in a
century; it killed more people in twenty-four weeks than AIDS has killed in
twenty-four years.”124 The 1918 pandemic has become the touchstone for
national and international pandemic planning and preparedness activities. A
modern-day recurrence of a 1918-like inºuenza pandemic could cause an esti-
mated 180–360 million deaths worldwide. Such a pandemic could also cause a
drastic reduction in economic growth, given the lost productivity and trade
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and travel restrictions that would disrupt the global just-in-time economy.
Based on these human and economic costs, it is feared that a severe pandemic
could also trigger widespread political and social instability, even in devel-
oped nations, as governments lose legitimacy, citizens panic, and security
forces become weakened.125 These concerns have led pandemic inºuenza to be
viewed as a threat to national and international security.126

Although the 2009 inºuenza pandemic has so far exhibited relatively low
case fatality rates, several parallels with the 1918 pandemic have been noted.
The H1N1 virus that caused the 2009 pandemic is a descendant of the H1N1
inºuenza virus that caused the 1918 pandemic.127 In addition, the initial epide-
miological characteristics of the H1N1 pandemic, including the emergence
of the virus in the spring and a shift in disease severity to young adults,
are similar to those witnessed in 1918.128 It remains to be seen whether the
2009 pandemic will be relatively mild in severity or, in the words of WHO
Secretary-General Margaret Chan, represents “the calm before the storm.”129

Forecasting the behavior of inºuenza viruses is fraught with peril. Nonethe-
less, it is possible to identify four scientiªc and geopolitical factors that reduce
the likelihood that the 2009 pandemic, or the next one, will be as deadly as the
one in 1918.130 First, unlike in 1918, we have advance warning of the threat of a
highly lethal inºuenza pandemic and are preparing for it ahead of time. This
advance warning stems from historical memory of the 1918 inºuenza pan-
demic, greater scientiªc understanding of inºuenza viruses, and recent disease
outbreaks such as SARS and H5N1. Since 2003 the international community
has taken advantage of this advance warning to pledge $3 billion to enhance
national preparedness capabilities. Second, we have a global health surveil-
lance and response system that can provide early detection of a pandemic and
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the broad adoption of measures to mitigate the impact of the disease. The
WHO Global Inºuenza Surveillance Network, operating in ninety-seven coun-
tries, serves as a global alert mechanism for the emergence of inºuenza viruses
with pandemic potential. WHO’s Global Outbreak Alert and Response
Network can call upon 140 institutions around the world to deploy multidisci-
plinary teams to investigate and respond to disease outbreaks of international
public health importance. Third, there are also medical countermeasures such
as vaccines, antivirals, and antibiotics that were not available in 1918. None of
these is a “silver bullet,” but together they hold signiªcant potential for miti-
gating the consequences of an inºuenza pandemic. Finally, there is no global
conºict such as World War I, which served as both incubator and vector for a
highly virulent strain of inºuenza and as an impediment to the medical and
public health responses to the pandemic. The overcrowded and unsanitary
conditions characteristic of the trenches, barracks, and troop transports during
World War I and the continuous infusion of new troops to replace those who
were killed, injured, or ill created an environment that favored the emergence
and spread of a highly virulent strain of inºuenza. In addition, national re-
sponses to the pandemic were hampered by the diversion of civilian health-
care workers into the military and widespread censorship. The 1918 inºuenza
pandemic is commonly known as “Spanish inºuenza” because Spain was neu-
tral during the war and its press was one of only a few to openly report about
the spread of the disease.

cell 6: endemic and epidemic diseases

Infectious diseases are a major cause of global morbidity and mortality. In
2004, of an estimated 58.7 million deaths worldwide, about 25 percent resulted
from infectious diseases including respiratory infections, diarrheal diseases,
neonatal infections, malaria, and tuberculosis.131 In addition to the direct ef-
fects on human health, these diseases have political and economic impacts. Ac-
cording to Yanzhong Huang, the Chinese authorities’ botched response to the
SARS outbreak caused the “most severe social-political crisis to the Chinese
leadership since the 1989 Tiananmen crackdown.”132 Price-Smith has argued
persuasively that infectious diseases have a negative impact on state capacity.
He has also hypothesized that the combination of relative deprivation and
state weakness produced by, or exacerbated by, severe disease outbreaks can
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generate instability and conºict.133 This connection between endemic and epi-
demic diseases and conºict, however, remains unproven.134 Instead, the im-
pact of endemic and epidemic infectious diseases is borne primarily by
individuals, communities, and societies and does not pose a direct threat to na-
tional or international security. Thus, these diseases are included in cell 6 of the
taxonomy. This categorization places the study of these diseases and their im-
pact within the domain of health security, which seeks to alleviate the burden
of infectious and chronic diseases on populations.135

The Future of Biosecurity

The future of biosecurity will depend in part on increasing coordination
among national governments, international organizations, the private sector,
and nongovernment organizations. Equally important will be greater informa-
tion sharing, dialogue, and debate among the myriad of disciplines and pro-
fessions that are necessary to develop and implement effective strategies to
prevent and respond to natural and man-made biological threats. Achieving
this level of cooperation requires a common framework for assessing the risks
posed by biological threats and an understanding of the interconnectedness
between these threats and the strategies put in place to counter them. The
biosecurity taxonomy presented above raises several important implications
for assessing the risks posed by biological threats and developing strategies to
reduce them.

First, estimating the likelihood and consequences of most of these biological
threats is extremely difªcult. Aside from naturally occurring infectious dis-
eases such as HIV/AIDS, these threats are rare. There are only a handful of
cases of biological weapons being used by states, terrorists, or criminals; labo-
ratory accidents that caused mass casualties; or inºuenza pandemics. Experts’
understanding of why most of these events occurred is incomplete, as is our
knowledge about what conditions or variables may contribute to a recurrence.
When confronted with this level of uncertainty, many analysts fall back on la-
beling an uncertain but feared threat, such as bioterrorism or an inºuenza pan-
demic, as a “low probability, high consequence” threat.136 This analytic crutch
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may be sufªcient for ºagging a new issue as an emerging threat, but it is not a
sufªcient long-term guide for research or policy. Although in many cases it is
possible to quantify the potential consequences of an event, the reliability of
many of these projections is open to doubt. Sanford Weiner has observed, “The
greater the degree of uncertainty, the more room there is for spurious claims of
expertise to be made, and for organizational and political agendas to domi-
nate.”137 Risk assessments that are not grounded in empirical data, do not
present their methodology, and express a high degree of certainty about their
conclusions should be considered suspect.

Second, properly assessing these risks requires a multidisciplinary ap-
proach.138 Despite its limitations, a broad deªnition of biosecurity is valuable
for providing a means for scholars, policymakers, and practitioners to bridge
the gaps between the national security, life sciences, and public health commu-
nities. The biosecurity taxonomy presented in this article provides a frame-
work for these different communities to discuss their assessments of different
biological risks and exchange ideas on how best to prevent and respond to
these risks.

Third, even if the likelihood and consequences of these risks could be mea-
sured reliably, the perception of risk will still play an important role in re-
sponding to the risk. Unfortunately, infectious diseases—whether spread by
terrorists or by Mother Nature—represent a “dreaded” risk that evokes a dis-
proportionate level of fear. Psychologists have found that individuals tend to
be more fearful of “dreaded” risks that involve involuntary, indiscriminant,
and invisible exposure; delayed or long-term effects; lack of understanding of
the mechanism of harm; and difªculty predicting the number of people likely
to be affected.139 As a result, people tend to overestimate the frequency and se-
verity of such risks and to overreact to them. This results in worst-case plan-
ning, which not only wastes resources but also distracts attention from other
potential threats. While the global health community was focused on Asia, the
H5N1 strain, and birds as the source of the next pandemic, insufªcient atten-
tion was being paid to North America, H1N1, and swine—the actual source of
the 2009 pandemic.140
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Fourth, in light of this pervasive uncertainty, the optimal risk-reduction
strategy is to emphasize policies that would have the greatest impact across
the largest number or most likely threats. As David Fidler and Lawrence
Gostin have pointed out, this “synergy thesis” is typically overstated.141

Achieving signiªcant synergy is easier said than done, but it is nonetheless
an important objective when conducting research and formulating policy. One
of the most promising areas of investment that could have large and immedi-
ate payoffs for dealing with both man-made and natural biological threats
is improving global disease surveillance capabilities. Enhancing national and
international surveillance systems is crucial because early detection of disease
outbreaks is the key to mitigating their consequences—regardless of whether
the outbreak is intentional, accidental, or natural.142 Improving global disease
surveillance is “triply imperative—as a means of ªghting new emerging infec-
tious disease, defending against the threat of biological terrorism and building
effective, responsible States.”143 The WHO’s 2005 International Health
Regulations, which require states to develop core competencies in disease de-
tection, represent an unprecedented opportunity to develop an integrated
global disease surveillance system.144

One way to encourage synergistic policies is to replace threat-speciªc re-
sponses with “all-hazard” strategies. In the laboratory context, the concept of
biorisk management is a useful approach to integrating biosafety and biosec-
urity. Biorisk management uses a performance-based system management ap-
proach to assess risks, identify measures to reduce these risks, and develop
processes to implement and review these risk-reduction measures.145 Likewise,
the concept of public health emergency preparedness, which encompasses de-
fenses against bioterrorism as well as natural disasters and disease outbreaks,
provides a sustainable model for improving the ability of the public health
community to respond to extraordinary events, regardless of their cause.146 If
not formulated and implemented properly, however, such strategies can cause
additional problems. In 2001 the U.S. military implemented a new biological
surety program (also known as “biosurety”) for ensuring the physical security,
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safety, personnel reliability, and agent accountability of its biological research
programs.147 The military’s application of this concept, which was borrowed
from its program to ensure the safety and security of its nuclear weapons, to
biological research has been criticized for overlooking important differences
between the nuclear and biological domains. For example, material control
and accounting is far more difªcult for small quantities of self-replicating or-
ganisms than for man-made nuclear materials that are stable, measurable, and
can be detected remotely by sensors.148 In addition, the use of the term “bio-
surety” has raised objections, because the concept originated in the U.S. nu-
clear weapons program and might be interpreted as implying that the United
States has a biological weapons program in violation of the BWC or that the
goal of U.S. biologists is to develop biological weapons.149

Fifth, the cross-cutting nature of these threats may result in policymakers
knowingly or unknowingly making trade-offs among them. Because man-
made, accidental, and natural biological threats have long been considered in
isolation from one another, decisionmakers may be “more prone to choose
remedies that substitute new risks for old ones in the same population, trans-
fer risks to new populations, or transform risks by creating new risks in new
populations.”150 As states establish or expand biological defense research pro-
grams and high biocontainment laboratories to combat bioterrorism, other
states may perceive these activities as threatening, thereby providing a just-
iªcation for initiating or continuing a BW program. The shift from threat-based
to science-based defensive research exacerbates this security dilemma by
increasing the scope of potential agents that require investigation and the ne-
cessity of inventing new agents to develop defenses against them.151 By dra-
matically increasing the number of facilities and researchers working with
dangerous pathogens, the recent biodefense research boom has also increased
the risk of biological crimes and biological terrorism. A similar relationship ex-
ists between increased levels of research on naturally occurring infectious
diseases and a heightened risk of laboratory accidents.152 Although new labo-
ratory biosecurity regulations were adopted in 2002, there has not been similar
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attention paid to tightening biosafety regulations.153 Finally, supporters of
the dramatic increase in biodefense funding after 2001 have also been accused
of distorting research priorities too heavily toward biodefense pathogens at
the expense of diseases that pose public health threats every day around the
world.154

A sixth implication is that the nonsecurity beneªts of a well-designed bio-
security strategy create positive externalities that are not generated by other
national security programs. This complicates efforts to prioritize the allocation
of resources among different programs. For example, developing improved
sensors to detect nuclear materials or enhancing the security of ªssile material
in Russia is crucial for preventing nuclear smuggling, but this is the only objec-
tive that these investments serve. In contrast, improving public health surveil-
lance systems and the safety and security of public health laboratories in the
former Soviet Union provides ongoing beneªts to the nations in which these
systems and laboratories are located by improving their ability to prevent, de-
tect, and contain disease outbreaks.155 As a result, well-designed biosecurity
initiatives can simultaneously serve both security and humanitarian purposes.

A seventh implication is that there are both costs and beneªts to link-
ing public health and national security. In January 1999, at the unveiling of
President Bill Clinton’s 2000 budget to combat terrorism, Secretary of Health
and Human Services Donna Shalala stated, “This is the ªrst time in American
history in which the public health system has been integrated directly into the
national security system.”156 At the time, this statement was a gross exaggera-
tion of the extent of collaboration between the public health and national secu-
rity communities, but it captured the growing securitization of public health.
Public health practitioners have warned that the securitization of public health
to address bioterrorism would have a negative impact on the ability of the
public health community to fulªll its core mission.157 The downsides of the se-
curitization of public health became evident in 2003, when the public health
community was put in charge of implementing a large-scale smallpox immu-
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nization program for public health and health-care workers. The program
was motivated by national security concerns stemming from the imminent in-
vasion of Iraq and not by public health assessments of the beneªts and risks
of the vaccine. As a result, instead of immunizing 500,000 civilians, fewer than
40,000 received the vaccine and the program was ignominiously suspended.158

Invoking national security as the justiªcation for preparing for natural and
man-made biological threats is an increasingly common strategy for elevating
the prominence of a threat and mobilizing additional resources to address it.
The success of this strategy, however, depends on whether one is dealing with
a self-fulªlling or a self-denying prophecy. The designation of HIV/AIDS as a
threat to international security was probably an example of a self-denying
prophecy. According to Peter Piot, executive director of UNAIDS, the UN
Security Council’s action transformed the international community’s response
to the disease “because many now view AIDS as a threat to national security
and stability rather than to development and public health alone.”159 This
transformation saw the establishment of several new international programs,
including the Global Fund for AIDS, Tuberculosis, and Malaria; the World
Bank’s Global HIV/AIDS program; and the President’s Emergency Plan for
AIDS Relief. These new initiatives helped to fuel the growth in international
spending on AIDS response in developing nations from $1.5 billion in 2000
to $10 billion in 2007.160 According to UNAIDS, this sixfold increase in fund-
ing has begun to bear fruit, and for the ªrst time, progress in combating
HIV/AIDS is being witnessed.161

Milton Leitenberg argues that the elevation of biological terrorism as a major
national security threat in the late 1990s was a self-fulªlling prophecy. The
Clinton administration’s public efforts to highlight the threat posed by biologi-
cal weapons sent the message that these weapons were desirable and easily
obtained, and that their use on the battleªeld or by terrorists was inevitable.
According to Leitenberg, “None of these possibilities was necessarily the most
likely outcome, and the way in which one portrays them is in fact likely to af-
fect what that outcome will be.”162 Leitenberg points to a memo written by
Ayman al-Zawahiri, second-in-command of al-Qaida, as evidence of the self-
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fulªlling nature of the Clinton administration’s bioterrorism rhetoric. In the
memo, recovered by U.S. forces after the invasion of Afghanistan, Zawahiri
complained to another al-Qaida operative that the organization had been slow
in realizing the potential utility of biological weapons, noting that “despite
their extreme danger, we only became aware of them when the enemy drew
our attention to them by repeatedly expressing concern that they can be pro-
duced simply.”163 The Clinton administration’s efforts to highlight the threat
posed by biological weapons attracted not only the attention of foreign ex-
tremists, but domestic ones as well. Between January 1998 and April 2000, 172
false anthrax threats were made in the United States, with about one-third sent
to abortion clinics.164

There is also a possible link between the elevated biodefense efforts begun
in the late 1990s and the 2001 anthrax letter attacks. According to the FBI, one
of Ivins’s motives for mailing the anthrax letters in 2001 was his frustration
with the slow pace of anthrax vaccine development. By the fall of 2001, both
anthrax vaccine programs that Ivins had been working on had virtually
ground to a halt, and he was reportedly growing increasingly aggravated by
these delays.165 Although Ivins’s suicide precludes a deªnitive understanding
of what his motive was, it is possible that after the September 11 attacks he
feared that the next terrorist attack would involve biological weapons that
could cause even greater harm. Ivins may have intended the anthrax letters as
a warning to the nation about the dangers posed by biological weapons and
the need for stronger defenses against these weapons.

Conclusion

This article has argued that the risks posed by biological threats are growing.
Furthermore, the trends driving these increased risks are largely outside the
control of individual states or even the international community. Indeed, glob-
alization and advances in the life sciences are encouraged at the national and
international levels for the material beneªts they bring. National governments
and international organizations will continue to face increasingly difªcult
challenges in managing the risks generated by these trends.

The rise of biosecurity on the international security agenda has created new
opportunities for research and analysis. This article suggests a number of areas
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that require further research to better inform policymaking to enhance biosec-
urity. The most common but least studied aspect of biological warfare
is the use of these weapons against internal opponents. How do consider-
ations of regime security affect a state’s decision to develop and use biological
weapons? How can the international community deter the use of biologi-
cal weapons in internal conºicts? Answering these questions has particular ur-
gency given the prediction that advances in the life sciences—if used for
hostile purposes—create “unprecedented opportunities for violence, coercion,
repression, or subjugation.”166

One of the most striking puzzles in the bioterrorism literature is the ex-
tremely small number of cases of bioterrorism attacks, given the ease with
which such attacks are said to be possible. This paradox suggests either that
few groups lack the motive to conduct such attacks, or the capability for doing
so is harder to develop than commonly assumed, or both. How important are
intangible factors such as tacit knowledge, organization, and intragroup dy-
namics to the ability of terrorists to develop a biological weapon capable of
causing mass casualties? How can terrorists and criminals be dissuaded and
deterred from acquiring and using biological weapons?

There is broad agreement among experts on the need for increased oversight
of dual-use research in the life sciences, but no consensus on the best strategy
for attaining this goal. What does the emergence of other dual-use technolo-
gies and measures to prevent their use for illicit purposes tell us about how to
achieve this objective for biotechnology? How can life scientists be empowered
to promote a culture of responsibility and participate in the development of
national and international dual-use research oversight mechanisms?

Although the foreign policy and security implications of infectious disease
have begun to receive increased attention from governments, scholars, and
analysts, there is a great deal of work left to be done at the nexus between
health and security. Why are some diseases designated as a security threat
and not others? What are the costs and beneªts of framing health issues as se-
curity threats? What is the best way to measure the public health and security
beneªts of synergistic biosecurity policies?

The biosecurity taxonomy presented in this article represents a ªrst step to-
ward a uniªed approach to biosecurity. Moving from debate to action requires
not only a common framework for assessing risk, but improved methodolo-
gies for doing so. How can one measure the likelihood and consequences of
risks that have never or rarely occurred? In the context of risk management,
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what is the best way to compare such rare risks with those that occur on a
daily basis? How can one minimize the inºuence of cognitive biases on such
assessments?

Answering these questions will not be easy, but doing so is vital for improv-
ing understanding of the full spectrum of biological threats and for developing
strategies to enhance biosecurity.
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